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CASA

Cyber Security in the Age of Large-Scale Adversaries

Outstanding scientists within the Cluster of Excellence “CASA - Cyber Security in the Age of Large-Scale Adversaries” research and develop strong and sustainable countermeasures against powerful cyber attackers, with a particular focus on nation-state attackers. Research in CASA is characterized by a highly interdisciplinary approach that examines not only technical issues, but also the interplay between human behavior and IT security. This unique, holistic approach forms the basis for excellent IT security research.

CASA unites four main research areas:

**HUB A** “Future Cryptography”: Researching future cryptography and developing quantum-resistant approaches with provable security.

**HUB B** “Embedded Security”: Tackling the task of strengthening the security of embedded systems at the hardware level by investigating the interaction of security systems with their physical environment.

**HUB C** “Secure Systems”: Developing secure and efficient systems at the software level. Machine Learning is one of the many methods used to explore and expand this field.

**HUB D** “Usability”: Focusing on usable security and privacy and researching the interface between humans and technology.

Each HUB addresses specific major research challenges that have been carefully selected to address security issues critical to the protection against large-scale attackers. The challenges of HUB D are:

**Research Challenge 10**: Engineers and Usability

**Research Challenge 11**: End Users and Usability
Is her brother right? She feels a little torn between writing lean code, fulfilling security requirements, and maintaining privacy. Navigating her way through the jungle of information, she hopes to find an answer.
WELCOME TO RESEARCH HUB D

CHALLENGE 10
CHALLENGE 10
Engineers and Usability
How do security mechanisms and tools need to be designed in order to be usable and supportive for IT professionals like software developers or system administrators?

CHALLENGE 11
End Users and Usability
Which methods should we develop to improve security mechanisms and privacy methods for end users? How can we enhance the usability of computer systems and environments with high security and privacy requirements?

CASA BACKGROUND
CASA stands for ‘Cyber Security in the Age of Large-Scale Adversaries’ and is funded as a Cluster of Excellence (EXC) within the Excellence Strategy of the DFG in Germany. Its goal is to enable sustainable security against sophisticated large-scale attacks. Therefore, an interdisciplinary team explores not only technical, but also social factors and implications. The Cluster of Excellence is located at Ruhr University Bochum.
WOW, IMAGINE ME WORKING THERE!

HI AND WELCOME TO HUB D.

NO, BUT WE ARE A WELCOMING BUNCH OF PEOPLE.

YOU KNOW HOW HARD IT IS TO MAKE THE WORK OF SOFTWARE ENGINEERS EASIER.

THAT’S TRUE, SO IT’S OUR JOB TO DESIGN THEIR TOOLS IN A USER FRIENDLY AND SECURE WAY.

I AM MAGGIE! AND YOU?

I AM JANE, I AM A SOFTWARE ENGINEER HERE.

I ACTUALLY WANT TO BECOME ONE, TOO.

THAT’S GREAT! I THINK YOU HAVE GOOD PREREQUISITES.

AH, OK? TELL ME MORE...
YOU HAVE A 360 DEGREE VIEW. OH, AND YOU ARE CHANGING COLOR – GOOD AT ADAPTING, TOO! THAT LOOKS COOL.

WELL YES, THANK YOU.

THAT'S A GREAT STARTING POINT! BUT THERE ARE THINGS YOU SHOULD KNOW: SOFTWARE ENGINEERS HAVE TO MEET SEVERAL, SOMETIMES CONTRADICTORY REQUIREMENTS.

OFTEN SECURITY IS NOT THE MAIN OBJECTIVE GOAL.

IT COMES SECOND.

MANY ENGINEERS HAVE A STRONG TECHNICAL KNOWLEDGE, BUT THEY ARE NOT SECURITY OR PRIVACY EXPERTS.

SAME AS IN CAR ENGINEERING – CARS FIRST GOT FAST AND COMFY. SAFETY AND SECURITY CAME LATER.

Using an Application Programming Interface (API), one can create a collection of functions for others to use in their programs. For example, you can access information, like the current weather, from an API to integrate it in your program.

The General Data Protection Regulation (GDPR) is the data privacy law of the European Union. It was designed to protect the data of European citizens. Companies creating software for the European market must be compliant with these laws or risk significant fines.

AI Tools are programs like ChatGPT that use artificial intelligence and may assist software developers during programming, for example, by generating code or answering questions from the developers. However, it is not yet clear how these tools influence the security of the written software.

S&P is the abbreviation for ‘security and privacy’.

Security Champions are employees who have deeper knowledge in information security and a direct connection with the security team.
IF THERE WERE BETTER PROGRAMMING TOOLS I WOULD DO BETTER, CERTAINLY.

SURE, YOU WOULD!

BUT IT’S CHALLENGING FOR ALL OF US. IT IS NOT THAT EASY TO MAKE THE RIGHT DECISIONS CONCERNING SECURITY AND PRIVACY. THERE ARE SO MANY THINGS TO CONSIDER.

THE USE OF AI MAY BE A GOOD TOOL FOR A SOFTWARE DEVELOPER, BUT IF YOU DON’T FULLY UNDERSTAND THE IMPLICATIONS, MISTAKES CAN OCCUR, FOR EXAMPLE IN RELATION TO LEGAL ISSUES.

YOU CAN HAVE DIFFICULTIES WHEN SECURITY EXPERTS MAKE WRONG ASSUMPTIONS ABOUT YOUR RESOURCES, BECAUSE THEY DON’T KNOW HOW YOU WORK.

WE ARE ALSO VERY BUSY AND HAVE TO KEEP UP WITH ALL THE NEW THINGS IN OUR CORE BUSINESS.

HEY, WHAT CHATGPT DID THERE LOOKS COOL! BUT HAVE YOU CHECKED THE CODE ON SECURITY, RESILIENCE, USABILITY, AND ALL OF THAT?

THAT SOUNDS A BIT COMPLICATED.
A study revealed that computer science students and professional freelance developers struggled with secure password storage. Among other things, it was confirmed that security is only a secondary task for the developers examined. It was also shown that many frameworks offer secure storage, but only if this is explicitly selected. They do not help the users with security by design and provoke weak security settings.

**REAL LIFE STORY**

Knowing all that, we decided to work on these main goals:

1. **Understand** the impact of using AI tools.
2. **Investigate** the usability of Java APIs.
3. **Streamline** the recruitment of professional software developers for security and privacy studies.
4. **Support** companies and developers to comply with privacy regulations.
5. **Support** companies and developers in security by design implementation.

**To Do**

1. Efficiency
2. Performance
3. Security

I think you should clean up your table once in a while...
A LITTLE BIT OF CREATIVE CHAOS DOESN’T HURT NOBODY.

I AM SURE IT TAKES SOME CREATIVITY TO FIND THE RIGHT SOLUTIONS FOR THESE PROBLEMS.

TO BE HONEST, I ALWAYS THOUGHT SOFTWARE ENGINEERS WOULD ALSO BE SECURITY EXPERTS.

FIRST OF ALL, IT IS IMPORTANT TO REDUCE THE MENTAL LOAD WITH REGARD TO SECURITY AND PRIVACY.

S&\P ARE NEITHER THEIR PRIMARY GOALS NOR THEIR FIELDS OF EXPERTISE. THEY MAINLY FOCUS ON THINGS LIKE EFFICIENCY OR PERFORMANCE.

SECURITY TASKS SHOULD BE AS EASY AS BASIC PROGRAMMING COMMANDS TO PROVIDE SECURE DEFAULT VALUES AND PROGRAMS SO THAT IT PROFESSIONALS DO NOT HAVE TO DEAL WITH THEM.

SO WHAT CAN YOU DO TO SUPPORT THEM?

SOLUTIONS

Even on websites that target developers, security and privacy are sometimes only of secondary importance. For example, on the Android for Developers website, an article on encryption uses outdated standards as a sample code. Although secure solutions are also presented in the rest of the text, some programmers will adopt the sample code out of convenience.
BUT DO YOU THINK IT’S POSSIBLE TO MAKE EVERY PROGRAMMING TOOL AND DEVELOPMENT PROCESS INTUITIVE?

NO. THAT IS WHY ANOTHER PILLAR IS TO IMPROVE THE GUIDELINES.

WHAT ELSE CAN YOU DO FOR THE DEVELOPERS?

THE USE OF SUPPORTING TOOLS IS AN INCREASINGLY COMMON APPROACH.

DOCUMENTATION SHOULD BE EASILY ACCESSIBLE, CLEARLY STRUCTURED, AND UNDERSTANDABLE. WHAT SOUNDS INTUITIVE AT FIRST QUICKLY TURNS OUT TO BE A CHALLENGE IN PRACTICE.

THIS LOOKS WAY TIDIER THAN YOUR DESK. I ALSO LIKE HARD- AND SOFTWARE LIBRARIES.

THESE CAN RANGE FROM CODE SCANNING TOOLS, WHICH ENSURE CODE QUALITY, TO AI TOOLS, WHICH SIMPLIFY THE ENTIRE DEVELOPMENT PROCESS OF SOFTWARE PRODUCTS.
Nevertheless, it is important that the output is still understood and evaluated by developers using these tools.

In order to incorporate security measures into the process, it makes sense to bring security expertise close to the users and empower employees to become so-called security champions.

Exactly! This could lower the inhibition threshold for asking for help and integrate security into the everyday life of dev teams.

Interested employees could be trained and become contact persons for everyday security and privacy issues.

As researchers we have set ourselves the goal of helping IT professionals with regard to cybersecurity challenges.
IT IS THEREFORE ESSENTIAL FOR US TO UNDERSTAND HOW DIFFERENT GROUPS WORK, WHICH CHALLENGES THEY FACE ON A DAILY BASIS, AND HOW WE CAN SUPPORT THEM.

I SEE! YOU FOCUS NOT ONLY ON TECHNICAL CHALLENGES BUT ALSO ON THE HUMAN FACTOR.

EXACTLY! IN OUR TEAM, THE FOCUS IS ESPECIALLY ON THE DEVELOPMENT SIDE. END USERS ARE ANOTHER GROUP OF INTEREST.

IN THE NEXT BUILDING YOU WILL LEARN MORE ABOUT THAT.

THANKS! THAT WAS REALLY ENLIGHTENING.

PERHAPS BECOMING A SECURITY CHAMPION IS A DELICIOUS FLY TO AIM FOR.
Hey you, come here! We could use your help here at Challenge 11!

I’m Moxie. You are the perfect candidate for one of our user studies.

Sure, with pleasure! I’m Maggie.

Please wear this user security equipment.

We rarely have visitors that drop by.

It’s one size fits all?

This one almost is, but that can be a problem actually! Users are often depicted in a generalized way, creating “average solutions” for “average users”.

Oh. Ok.
Peeps, say hi to Maggie. She’s willing to help us out.

Mhm, the URL says “HTTP” and not “HTTPS”, that means the connection is lacking privacy and integrity.

Nicely spotted! Perfect job!

I like that you test the software instead of the user!

Thanks! Unfortunately, the negative construction of the user as “the weakest link” still prevails.

This makes me as a user feel deficient or inherently risky.

Yet 30 years of research have shown that changing behavior is far more complex than adapting the technology, and this could help people choose the secure way.

I really like my new cape anyway!
SHE WAS RIGHT! HERE AT CHALLENGE 9, WE THINK THIS WAY AND DEVELOP NOVEL SECURITY AND PRIVACY SOLUTIONS THAT ARE EASY TO UNDERSTAND AND USE FOR EVERYONE.

“DON’T FIT THE USER TO THE TASK - FIT THE TASK TO THE USER” IS WHAT MY MOM USED TO SAY.

HERE AT THE CORE YOU SEE OUR MAIN GOALS:

1. Understanding human interaction with security and privacy mechanisms.
2. Closing knowledge gaps on understudied user groups.
3. Mapping the digital security and privacy divide and skills gap in Germany and beyond.
4. Developing appropriate tools and awareness programs for end users.
5. Mapping the security and privacy ecosystem to identify and empower key stakeholders (developers, security champions).
6. Identifying side effects and unintended consequences of security and privacy technologies.

NOW, LET’S HAVE LUNCH!
SO, YOU DON’T WANT TO DEVELOP NEW SECURITY MECHANISMS FOR THE USERS?

WE DO, BUT WE WANT EXISTING AND NEW SYSTEMS TO BE EASY TO USE WITHOUT SPECIAL KNOWLEDGE OR EQUIPMENT.

THAT MEANS SYSTEMS ARE “TECHNICALLY” SECURE ON PAPER, BUT NOT IN THE REAL WORLD.

PEOPLE MAKE MISTAKES IF THINGS ARE DIFFICULT TO USE, LIKE YOU BEING TANGLED IN YOUR BOWL OF SPAGHETTI.

COMPLEX SECURITY MECHANISMS ARE OFTEN MISUSED, CIRCUMVENTED, OR REJECTED BY USERS. ONLY USABLE SECURITY IS EFFECTIVE SECURITY!

CO-DESIGN is a participatory, co-creation and open design process that involves users as experts and facilitators. It aims to generate ideas that improve user needs, to validate solutions, and to create better relationships.

Creative Engagements are methods of involving users and stakeholders in the research, design, and evaluation of security and privacy mechanisms using creative methods and tools (e.g. lego, drawing, performance, collaging). It helps to understand user needs, generate innovative ideas, and involve people in the process.

HCI (Human-Computer Interaction) is the research in the design and use of computer technology. It is interested in how humans interact with computers and develops new technologies (e.g. computer mouse, touchscreens).

A User Journey depicts the experiences a person has when interacting with something, typically software. This method is generally used by those interested in how users interact with software experiences.
IT IS ABSOLUTELY ESSENTIAL TO UNDERSTAND YOUR POTENTIAL USERS ...

... BEFORE BUILDING AND IMPLEMENTING SECURITY SYSTEMS.

A YOUNG IT PROFESSIONAL MIGHT FACE VERY DIFFERENT RISKS COMPARED TO A GRANDPA USING HIS TABLET TO CHAT WITH ITS GRANDCHILD.

THAT MAKES VERY CLEAR THAT THERE IS NO "AVERAGE USER".

EXACTLY!

MOST OF OUR RESEARCH FOCUSES ON UNDERSTANDING HOW CERTAIN GROUPS OF INDIVIDUALS PERCEIVE AND PRACTICE SECURITY, THINK ABOUT IT, OR HOW THEY INTERACT WITH A SECURITY TECHNOLOGY.

THAT CALLS FOR A MULTIFACETED APPROACH.
Macros – small executable code embedded in Microsoft Office files – can be used to infect computers with viruses. They are disabled by default, but when opening a document with macros, users receive a warning message and the option to enable the macro with one click.

A study – disguised as a performance test – found that almost \( \frac{2}{3} \) of participants activated a potentially dangerous macro because it was just a one-click decision. When asked, participants often had no idea how macros work, and that they can pose a security threat.

The usability of the security mechanisms must be assured. A usability test, for example, can show what works and what does not.
In order to be able to carry out the experiment just explained, we combine expertise from psychology, HCI, computer science, IT security, and the social sciences in our team. Look at our model built with LEGO, we use to identify different levels of investigation.

We test usability with a wide range of methods in the lab and in the field.

From the workplace and organizations... ...to private (smart) homes and mobile settings, serving a diverse range of users.

This poses specific challenges to research: some groups are harder to reach, and not every research method is appropriate for every group.
OLDER ADULTS, JOURNALISTS, PEOPLE WITH DISABILITIES, PEOPLE WITH MIGRATION BACKGROUND OR FROM NON-WESTERN COUNTRIES, THEY ALL HAVE DIFFERENT KNOWLEDGE, NEEDS, AND HABITS.

WE INVOLVE PEOPLE USING CREATIVE ENGAGEMENTS, PARTICIPATORY DESIGN, AND CO-DESIGN TO DEVELOP BOTTOM UP SOLUTIONS THAT PROTECT COMPUTER SYSTEMS AS WELL AS SOCIETY IN THE AGE OF LARGE-SCALE ADVERSARIES.

WE ALSO GO BEYOND USABILITY, IN CREATING NOVEL APPROACHES – LIKE COMICS – TO INCREASE SECURITY AND PRIVACY AWARENESS AND CULTIVATING SECURITY CULTURES IN A HOLISTIC MANNER.

WOW, CREATIVE SCIENCE COMMUNICATION?!?! THAT COULD ACTUALLY BE SOMETHING FOR PABLO. HE ALWAYS PRETENDS TO BE SO PASSIONATE, BUT I HONESTLY THINK HE’S A BIT LOST AS WELL.

I WAS TOLD THAT YOU WOULD LIKE TO BE A SOFTWARE ENGINEER. HOW ABOUT AN INTERNSHIP?

WHAT DO YOU THINK?
That visit helped me a lot to make up my mind.

Hey Pablo! I'm glad to be back, too.

You're right. Most of the time it isn't as easy as it looks.

And it's even trickier than I thought. If we want to find a solution it's best when we work together.

I was thinking about our conversation and...

Hi Maggie! I'm happy you're alive and well.

What do you mean? How could I help solving the usability issues you heard about?

Because with your expertise, you could help produce creative solutions.

You think so?

What do you think?

To be honest I asked if you could join the internship. I am going to do...

I think. I'm in!

We really should rethink the way we design software. We should build software that supports users, and not building software that needs support.
ABOUT CASA

CASA: Cyber Security in the Age of Large-Scale Adversaries was established in 2019. It is the only Cluster of Excellence in the field of computer security in Germany. CASA is funded by a grant from the Deutsche Forschungsgemeinschaft (DFG, German Research Foundation) worth about 30 million Euros, which ensures excellent research conditions.

CASA brings together a core group of principal investigators, chosen with a strong focus on security and privacy, with selected top-level researchers from highly relevant neighboring disciplines. The team covers the full scope needed to tackle the challenging research problems in modern computer security; namely computer science, mathematics, electrical engineering, and psychology.

CASA is hosted by the Horst Görtz Institute for IT Security (hgi.rub.de/en), a pioneering research center in Germany.

Furthermore, CASA collaborates strongly with the Max Planck Institute for Security and Privacy in Bochum (mpi-sp.org) and several other institutes and universities.

What is a “Cluster of Excellence”?
With the funding line “Clusters of Excellence”, internationally competitive research centers at universities or university alliances in Germany are provided with project-based funding for a period of 7 years. Within the clusters, scientists from different disciplines and institutions work together on a research project. The funding gives them the opportunity to concentrate intensively on their research goal, to train young scientists and to recruit international top researchers.

casa.rub.de

TECHNICAL BACKGROUND

The concepts and methods presented in this comic were developed by researchers involved in the Cluster of Excellence CASA. If you are interested in more details, you can find the original publications online. These scientific papers explain the results in more detail. For many publications we also publish the source code and other research artifacts. Please reach out to us, if you have questions: info@casa.rub.de

PUBLICATIONS


Stefan Albert Horstmann, Samuel Domiks, Marco Gutfleisch, Mindy Tran, Yasemin Acar, Veelasha Moonsamy, Alena Naiakshina: Those things are written by lawyers, and programmers are reading that. Mapping the Communication Gap Between Software Developers and Privacy Experts, Privacy Enhancing Technologies Symposium (PETS), 2024.


How can IT specialists and security experts combine their skills in the best way? Which tools may help to get closer to the goal of security and privacy by design? And what about the user experience for the diverse crowd of end users?

Accompany Chameleon Maggie on her search for a purposeful profession. Will she find the clearing of enlightenment in the information jungle?

Find out more!