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CASA
Cyber Security in the Age of Large-Scale Adversaries

Outstanding scientists within the Cluster of Excellence “CASA - Cyber 
Security in the Age of Large-Scale Adversaries” research and develop 
strong and sustainable countermeasures against powerful cyber 
attackers, with a particular focus on nation-state attackers. Research 
in CASA is characterized by a highly interdisciplinary approach that 
examines not only technical issues, but also the interplay between 
human behavior and IT security. This unique, holistic approach forms 
the basis for excellent IT security research.

CASA unites four main research areas:

HUB A “Future Cryptography”: Researching future cryptography and 
developing quantum-resistant approaches with provable security.

HUB B “Embedded Security”: Tackling the task of strengthening the 
security of embedded systems at the hardware level by investigating 
the interaction of security systems with their physical environment.

HUB C “Secure Systems”: Developing secure and efficient systems at 
the software level. Machine Learning is one of the many methods used 
to explore and expand this field.

HUB D “Usability”: Focusing on usable security and privacy and 
researching the interface between humans and technology.

Each HUB addresses specific major research challenges that have 
been carefully selected to address security issues critical to the 
protection against large-scale attackers. The challenges of HUB A are:

Research Challenge 1: Cryptography Against Mass Surveillance  
Research Challenge 2: Quantum-Resistant Cryptography
Research Challenge 3: Foundations of Privacy
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The winter has been cold and going on for months. 
Whitfield the fox is hungry and bored. 

He is naturally drawn to the delicious smell  
of cookies and lured into an adventure...

A witty fox like Whitfield is very curious about
all that can be found out there. Who knows...

Cookies might not be the only thing that he  
brings home.

I know, my dear! 
Winter will  
be over soon. 

BuT... wait.  
What's that smell?

That smells wonderful! it takes me  
back to my favOrite pastry shop.

I'm starving, aunty. 
 I would give anything 

for some candy! 

Mmmm... Something is definitely being cooked up  
in the CASA Building back there in the mountains. 

I'm going to go and  
see what I can find...

I don't feel good about this, it's such a 
tricky path through the hills.

Oh, be careful! And try not 
 to leave too many Traces!

Just imagine something 
to nibble on that brings 
us through the winter.

I wonder what they have  
baking in the ovens here...
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CHALLENGE 1 

CHALLENGE 2

WELCOME TO RESEARCH HUB A
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CHALLENGE 1 
Cryptography Against Mass  
Surveillance
How can we develop new cryptographic 
solutions that protect against mass 
surveillance?

CHALLENGE 2
Quantum-Resistant Cryptography
Can we find practical encryption and 
signature schemes that offer provable 
security against quantum computers?

CHALLENGE 3 
Foundations of Privacy
How can we use cryptography to protect 
our privacy when Big Data is stored in 
the Cloud?

CASA BACKGROUND
CASA stands for ‘Cyber Security in the 
Age of Large-Scale Adversaries’ and 
is funded as a Cluster of Excellence 
(EXC) within the Excellence Strategy  
of the DFG in Germany. Its goal is  
to enable sustainable security against 
sophisticated large-scale attacks. 
Therefore, an interdisciplinary team 
explores not only technical, but also 
social factors and implications. The 
Cluster of Excellence is located at 
Ruhr University Bochum.

Content

casa.rub.de

CHALLENGE 3

https://casa.rub.de
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And the smell seems to 
be coming right outta 

the wall. But I can't see 
any entrance. My nose 
normally doesn't let  

me down.

Aha! Here is a backdoor 
- quite well hidden. And 
lucky me: here are the 
cookies. Oh, thank you, 

wonderful nose.

Oh, 
yes!

Huh?

HEY! YOU!

Did you think you could just walk in here and 
nick the sweets for tonight's celebration 

without being noticed?

Ehm, well... I came 
through the hidden 

backdoor and I  
just followed the 

trace of the cookies…

 I'm Moni, by the way.  and 
it just so happens that we 

work on hidden backdoors 
in software and electronic 

devices here at Hub A…

do You know the Snowden documents? They proved that nation states 
have been exploiting technology to perform mass surveillance On both 
their own and other states' citizens. Some of their actions concern 

the domain of cryptography.

Wow, thats a big stack
 of documents. Can

 you give me the gist?

The front door 
is locked! 

Challenge 1
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The intelligence agencies proactively helped implement weak cryptographic 
standards. These tended to remain unnoticed, because they fell outside the 

realm of traditional security models. Private communication is an essential 
civil right and crucial for an open society. Thus, research on backdoor free 

cryptography is of great importance - and great fun.

To be very honest with you, I only 
came for the delicious Treats. But now I 

have a few questions and want to learn 
more about what you people are doing 

here at HUB A of CASA.

With Pleasure! You have entered the 
CHallenge 1 building, here you will find the 

first of the three HUB A Challenges.  We have 
three key objectives here:

1 �We will study on how to guarantee that  
cryptographic standards are backdoor free.

2 �We will study past and ongoing crypto
graphic standards to identify adversarially 
planted backdoors.

3 �We will develop novel approaches for safe 
parameter generation that can provably  
withstand parameter subversion attacks  
and backdoors.

Wow, there is quite a lot on 
your list! However, I am not 

an expert. What are you 
celebrating tonight,  

by the way?

You will see later… but for 
now, keep your paws away from 

the cookies, OK?

Backdoors allow access to computer  
systems without the the owner’s permission. 
They can result from faulty programming or be 
intentionally built into software and hardware. 

Cryptography is about secure electronic 
communication in the presence of malicious 
third parties. The most commonly used cryp-
tography is encryption and signatures. 

Cryptographic standards are technical 
standards that help to maximize the com-
patibility, interoperability, and security of 
encryption.	

Now, that you've snuck in... Let me 
show you why I'm sensitive to the 

subject of backdoors.

Great, my ears 
are pricked.

CASA WIKI
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Backdoors allow you to gain access 
to a system by bypassing the 

normal authentication process 
or cryptography. Deliberately 

weakened encryptions are of great 
interest in political discussion on 

law enforcement.

The design of such backdoors 
in (symmetric) cryptographic 

Protocols has a long history and  
is a pressing research topic.

Now I understand the practical 
relevance of your work. It's 

about the fundamental 
trustworthiness of systems.

A Long Disreputable Story

Among the most famous exam-
ples are the block cipher DES, 
for which the key size was de-
liberately weakened to 56 bits, 
and the pseudorandom number 
generator Dual EC DRBG, which 
was equipped with a backdoor – 
accessed through a specific 
selection of its parameters. 

It looks pretty 
secure to me…

It Does! But In both 
cases, what looked 

secure could easily be 
undermined.

Ha! They left 
 a backdoor!

That's as easy as π. Now  
let's go exponential!

Weak encryption is like fancy gift wrapping. 
 It looks pretty, but does little for the security  

of the content. Like a hole in a fence,  
weak encryption can be used or abused.

Sure, Not only the good guys can use it…
And what about privacy in general?
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Ha! They left 
 a backdoor!

In 2015, WikiLeaks 
presented evidence that 
the NSA had been wire
tapping the mobile phone 
of former chancellor Angela 
Merkel since 2002. The 
spying operation was also 
not restricted to her: the 
phones of 125 high-ranking 
politicians and advisors 
were also tapped.

Spying among friends? 
That's outrageous! 

 I Almost Get  
emotional there.

Surveillance by a 
’friendly’ secret 

service led to diplomatic 
disagreements!

Oh Angie, I feel you!

Have you put  
the Prosecco  

on Ice?

The encryption algorithm  
GEA-1 was implemented in mobile 
phones in the 1990s to encrypt 
data connections. Since then, it 

has been kept secret. 

A research team from CASA 
with colleagues from France 
and Norway, has analyzed the 
algorithm and has come to the 

following conclusion:

 GEA-1 is so easy to break that 
it must be a deliberately weak 
encryption; built in to provide a 

backdoor to mobile phone data.

Do I want 
to Know?

That's a long time.  
How was it discovered?

Although the vulnerability  
is still present 

 in many modern mobile 
phones, according to the 
researchers, it no longer 

poses any significant 
 threat to users.

These algorithms are deployed 
in billions of devices worldwide, 

so keeping the specifications 
secret is not easy. We finally got 
the algorithm by E-mail. The main 

work was then to discover the 
weaknesses that are supposed to 

remain hidden. 

Hey team, this could be  
interesting for us…

Real Life 
Story
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A backdoor allows an attacker who knows of 
the weakness to break the encryption.  
A backdoor reduces the size of the set  

of possible keys that could be used to unlock 
the encryption. 

Try this one for your phone!

Weak design can make it  
more than one million 

times faster to guess the 
correct key. Now just 

imagine an old weak design 
in the face of increasing 

computing power! 

Oh, no – it actually fits. 

Now, that we've discovered the backdoor, 
 it's time to fix it. Unfortunately,  

this is often a lengthy process and 
requires more than a simple patch.

Let's have a look at the screen…

Symmetric Encryption uses the same key  
for encryption and decryption. It is well suited 
for bulk encryption as it is fast and needs  
few resources. 

NIST is the US-based National Institute of  
Standards and Technology.

Good Symmetric Encryption
• �Everything is known about the algorithm 

but the key.
• �Without the key, no information about the 

plaintext can be gained from the ciphertext.
• The number of keys is too large to be guessed.

CASA WIKI
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In the concrete case of GEA-1, we initiated 
a responsible disclosure process.

Through the mobile phone 
association GSMA, the  
Bochum based group…

…contacted the manufacturers 
before publishing their data  
to give them the opportunity 

to remove GEA-1 through  
software updates. 

In addition, they 
advocated for the removal of the 
succesor GEA-2. ETSI, the organ-
ization responsible for telecom-

munications standards, decided 
that henceforward, smartphones 

should no longer support GEA-2.

Why Transparency 
helps Security

In general, cryptographic algo-
rithms should not be developed 
in secret and with unclear design 
components. NIST has lead the 
way in their process of selec
ting the Advanced Encryption 
Standard (AES) and upcoming 
post-quantum algorithms: 
using open design competitions 
followed by public discussions 
and analysis. It sounds contradic-
tory but security gets better the 
more it is developed in public.

Good job, team!

Thanks!

I wonder if they can get rid 
of this sneaky backdoor 
problem….. I wish them all 

the best.

Wow, this is a pretty 
fast ride. What will 

come next? 

Before you dive into  
Challenge 2, here's the recipe 
for the cookies. See you later  

at the party?
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Huh, this room 
has hardly 

any corners… 

Yep, that's true. 
 It suits our work. 

 We find ourselves in 
elliptic curves a lot. 

Hi, I am Shafi. 

Wow, then it's a cool design by the 
architect. My name is Whitfield.

Let's dive right into the topic. 
I was informed you were coming!

So, there is one thing we think  
a lot about here at Challenge 2:  
Certain cryptographic schemes 

are the basis of nothing less 
than the security of our current 

digital communication system. 
Consequently, it's super important 
to make these schemes watertight.

For example, ASYMMETRIC 
encryption and digital 
signatures. They derive 
their security from the 
fact that it is hard to 
factor large integers 

and to compute so-called 
discrete logarithms 
over elliptic curves. 

What kind of schemes?

However, already in the 1990s, Peter Shor 
published a seminal paper showing that 

these problems become fairly easy to 
solve for attackers equipped with a large 

quantum computer. That would mean all 
personal secrets and data – both past and 
present – would immediately become public!

Well, that doesn't sound 
too promising...

Oh no! All our 
secrets are 

at risk!

Challenge 2
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That is why here in Challenge 2  
we pursue these goals: CASA WIKI

1 �Design and analyze 
cryptography that can 
resist attacks by  
quantum computers.

2 �Analyze the core  
mathematical problems 
underlying the security 
of post-quantum  
cryptography.

As of today, properly functioning 
quantum computers do not exist,  
but rapid progress is being made 

towards building them. Look at our 
 real-time monitoring. 

A Quantum Computer is a computer 
that exploits the laws of quantum me-
chanics in order to solve certain prob-
lems faster. For example, it could quickly 
break all currently deployed asymmetric 
cryptography. Scalable quantum com-
puters do not yet exist but the larger 
research community is making great 
progress in building them. 

Post-Quantum Cryptography refers  
to cryptographic systems that can  
withstand attackers equipped with 
quantum computers.

Shor’s algorithm is an algorithm  
designed by Peter Shor in 1994 that  
can efficiently factor large integers  
and compute discrete logarithms  
over elliptic curves: Thus, essentially 
providing the framework to break all 
currently deployed public-key cryptog-
raphy schemes.

Asymmetric Cryptography uses a 
public key for encryption and a private 
key for decryption. It is mostly used  
for key agreement between parties 
that have not previously met.

       AND RSA ENCRYPT WINS AGAIN!! 
         HE is much FASTER!! BUT
QUANTINIO GETS BETTER
 EVERY TIME. THIS IS GOING TO BE 

	      	 EXCITING 
	         SOOOOOOON!

At the moment, The largest number  
factored by Shor’s algorithm is 21.  

To break common RSA-encryption one would 
need to factor at least 400-digit numbers.

Are you serious? Horses?

Of course not. We're just horsing 
around with projections.
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The challenge is thus to build suitable replacements 
for today's schemes that can resist attacks that 

make use of quantum computing power. let me show 
you our main research project! My colleague Joan is 

the perfect person to decrypt our work for you. 

Funny, you still work 
 on chalk boards?! 

 I didn't expect that.

Hey Joan, we have a visitor: 
This is Whitfield. Could you explain
a bit about your research to him? 

Sure! Great to have you visit us here. so, to try and put  
it simply: As you have seen, the factoring-race is going to be 
dominated and revolutionized by the quantum computer soon. 
Therefore, we need to develop a mathematical problem which 

is hard to solve, even for quantum computers. the one we 
chose is based on lattices.
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A lot of post-quantum 
cryptography is based on 

mathematical lattices. A lattice  
is a discrete subgroup of  
a multi-dimensional space. 

Puh – I am sorry, but is 
there any other way to 
explain this? I am just 
a little fox and not 

exactly a math genius...

Lattice-Based Cryptography
Picture a chain-link fence – this is a 
two-dimensional lattice. The lattice 
points are the intersection points of 
the chain-links in the fence (we call 
these links vectors). It is extremely 
mathematically demanding to try 
to find a ‘short vector’ in a high-
dimensional lattice; i.e., a chain link 
close to the origin of the graph.

If I put a red nose on one of these 
short chain-link lattice vectors, 
it might take you a while to find 

it, but eventually if you were 
patient enough you would succeed. 

In a high dimensional lattice, it is 
mathematically very difficult and 

time consuming to find such a vector 
- even for a quantum computer. Post-

quantum secure cryptography is based 
on the difficulty of finding short 

vectors in high-dimensional lattices.

This is only three dimensions.
Our new post-quantum cryptography 

relies on the difficulty of finding 
one specific intersection in a 

500-dimensional lattice!

Holy guacamole!  
This is impressive.
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So, we will only need this in 
something like 15 years to 

protect our communication? 

No! We need to use this now, so that 
today's communication remains 

private even in 15 years.

Real Life Story
The American National Institute 
for Standards and Technology 
(NIST) has recognized the risks for 
secure data encryption posed by 
quantum computers and, in 2016, 
started a process to standardize 
post-quantum cryptography. 69 
proposals were submitted from 
the research community world-
wide which were evaluated in 
a public process. In July 2022, 
four of these were selected to 
be standardized by NIST: three 
digital signature schemes and 
one public-key encryption system. 
CASA researchers contributed to 
three of the four systems: 
CRYSTALS-Dilithium, SPHINCS+ 
and CRYSTALS-Kyber. 

What a great success 
for CASA! And such important 

work. Congratulations!

Thank you!

that's why immediate 
action is required: 
our data encrypted 

today still has  
to be secure in 10  

to 20 years!
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FUN FACTWe are very proud! All submissions were scrutinized  
very carefully. some, however, were not as safe as 

as the applicants thought.
A little over four hours after NIST 
published the specifications  
of all submitted algorithms, 
Lorenz Panny, at the time Ph.D.  
student at TU Eindhoven, already  
presented a full break of the 
candidate “Guess Again”.  
The attack software required 
less than 30 lines of code and is 
called “guessed once”.

Uh, nice, the new NIST proposals 
are online! I'll just have a look 
at one of them while having my 

morning coffee.

Now I 
understand 
why you are 
celebrating! 

Take this hat for the party later. I think that 
now you have got a pretty good overview of what 
we do at Challenge 2. I know, it is such a huge topic 

in such a short time. but you can always come back 
and learn more.

We're always happy to give 
visitors a glimpse into our 

exciting research!

Thank you! I am not used to 
that much theory though  
I definitely learned a lot.
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Whew! That was some pretty complex 
and theoretical stuff. I’m glad for 
this little break in the chairlift.

But I wonder how this is 
all really used and what 

Effect it has on my 
daily life?

They have 
CCTV here? 

That doesn’t feel nice…

As already mentioned intelligence services  
perform mass surveillance… 

…on both their own and 
other states’ citizens. 

Oh, a letter!  
For me?

What?! It’s from
my aunty!

META DATA
Sender: Aunty Fox
Receiver: Whitfield Fox
Date sent: 4 days ago
Date received: Right now
Carrier Material: Paper
Format: SnailMail 
Transferred by: US Postal
Volume: 3 pages 
Language: Fox-Vox-en-us
Encryption: Envelope

Even if the content of a message is  
encrypted, the sender and recipient can 
be identified during transmission. 

This so-called “meta data” contains lots of valuable 
information.

Challenge 3
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Also on your way to 
the party? So sorry 

for the rough welcome 
to Challenge 3. We just 

want to convey how 
important privacy is. We 

also work on finding 
solutions here, with 
a main goal being the 
creation of a secure 

model for cryptographic 
key agreement. 

We want to create a fast and simple model, 
made up of multiple, secure Nodes. And 

finally, we want to implement it in a way 
that anyone can use it. Here’s the idea it’s 

based on.... 

Yes! The so called 
‘‘TOR” Network,  

or “Onion Routing”, 
provides a solution.

Tor is the acronym for “The Onion Router”. 
The message including meta data is encrypted 

with three layers. Let’s take a closer look…. .

I don’t know 
anything

about that…

an onion?

Dear Whitfield!Since you are at CASA, I thought 
this might interest you: I just  
received an encrypted e-mail  
from your cousin in Australia.  
He’s a journalist, as you know,  
and he says that the government  
    has been spying on him.     Maybe your new friends know  

how to help him? Love  from your concerned

In 2016, Paul Farrell researched detention camps for 
refugees on the island Nauru, where the poor, inhu-
mane conditions have been harshly criticized.
Based on the government’s Data Retention Act 
laws, the Australian Police were legally allowed to 
obtain and study all of his communication; under 
the grounds of identifying his sources and procuring 
information about potential whistle blowers. They 
also collected the meta data from Farrell’s mobile 
phone and analyzed data from his e-mail account.

If such an invasion of private space is allowed in 
democracies, what kind of things are happening in 
authoritarian regimes?

Real Life Story
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The message is sent to an entry node of the network. This one 
peels off one layer of encryption. And sends it to a relay node. 
This one does the same and sends it to the exit node. Here the 

last encryption layer is removed and the message is redirected 
to the recipient. None of the nodes has the full information 

about the sender or the receiver.

Entry  
node

key

Relay  
node

key

Exit
node

key

Message

OK, now I 
understand 

the comparison 
with an onion. 
Every layer 

is an additional 
encryption.

OMG! That’s more than Five 
Eyes. More layers could 

be a solution, but it makes 
things even slower.

As it takes time to peel an onion,  
Tor is slower than regular  

internet traffic - which means it’s 
not much fun gaming via tor. It is 
important to know that TOR is also 

not 100% secure, as so called “traffic 
correlation attacks” can endanger 
the anonymity of TOR users. These 

attacks try to observe as many 
TOR nodes as possible, in order to 

find patterns in the timing, size 
or delay of incoming and outgoing 
communication. Such attacks can 

utilize Machine Learning to reveal 
the user’s information.

Even hidden nodes can be detected. Some Tor-specific code can be recognized using deep package 
inspection if a message is sent. Once the hidden node is known, it can be blocked. For example, 
China blocks all attempts to access entry nodes from within the country.

Like your namesake Whitfield 
Diffie, you seem to be a clever 

one. The decision to have three 
nodes within a TOR system has 
been made to keep a good balance 

between speed and safety.



21

Commander! We can’t 
find our ships due to 
our secure routing!

Despite its apparent enmity with 
Tor, the U.S. government played a 
pivotal role in its creation. Onion 
Routing, in it’s most basic form, 
was developed by the U.S. Navy in 
the 1990s to protect intelligence 
communications. Also, the U.S. 
Department of State Bureau of De-
mocracy, Human Rights and Labor 
is among Tor’s financial backers.

+ 
1 Layer

So path “A” depicts traditional Onion Routing and uses only three different 
nodes. Our solution is path “B”: It takes a longer route over more nodes 

and therefore is slower. But the network plays a role as well. With each 
additional node, the amount of unique paths a message can take grows 

exponentially - while also increasing the effort required to simply observe 
each of the TOR nodes in the chain. 

Result: The letter came 
faster over path “A ”, but 

is ripped open.  VIA PATH “B” 
IT took LONGER, but THE 

LETTER is still encrypted. 
I’d go with “B” then.

Let’s get the 
crypto-party 

started!

I hope that you are able TO 
take something home with 

you - and I mean more than  
just a cookie!

FUN FACT
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Cheers to you! You have done a 
great job with listening and 

understanding our work!

Well, I guess it’s probably 
just the Tip of the 

iceberg, isn’t it?

Hey, you two! stop talking and 
join our break-dance battle! 

It sounds really 
tempting, but I’ll 
have to pass. My 

aunty is probably 
starting to get 
really worried…

So, now I have a bag full of cookies, my head full of 
knowledge and even some answers and advice 

for aunty. She will be proud. After all,  
I have learned that security is not a state  

but a continuous process. You have to take future 
possibilities into account. It’s good that the people 

at Casa are taking care of it.

Hmm… I think your cousin already made 
the first step by using encrypted 
e-mail. He should use a Tor browser 

and secure messenger as well. Even 
now, certain security and privacy 

mechanisms can be very inconvenient 
to use - but our colleagues at Hub 
D are working on that! Maybe you 
should visit them SOMETIME too.

Oh, and by the way: I got 
this letter from my 
aunty. She is asking  

for some advice. 

Let me see…. .
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TECHNICAL BACKGROUND 

PUBLICATIONS

CASA: Cyber Security in the Age of Large-Scale 
Adversaries was established in 2019. It is the only 
Cluster of Excellence in the field of computer secu-
rity in Germany. CASA is funded by a grant from the 
Deutsche Forschungsgemeinschaft (DFG, German 
Research Foundation) worth about 30 million Euros, 
which ensures excellent research conditions.

CASA brings together a core group of principal in-
vestigators, chosen with a strong focus on security 
and privacy, with selected top-level researchers 
from highly relevant neighboring disciplines. The 
team covers the full scope needed to tackle the 
challenging research problems in modern computer 
security; namely computer science, mathematics, 
electrical engineering, and psychology.

CASA is hosted by the Horst Görtz Institute for 
IT Security (hgi.rub.de/en), a pioneering research 

center in Germany. Furthermore, CASA collaborates 
strongly with the Max Planck Institute for Security 
and Privacy in Bochum (mpi-sp.org) and several 
other institutes and universities.

What is a “Cluster of Excellence”?
With the funding line “Clusters of Excellence”, 
internationally competitive research centers at 
universities or university alliances in Germany are 
provided with project-based funding for a period 
of 7 years. Within the clusters, scientists from 
different disciplines and institutions work together 
on a research project. The funding gives them the 
opportunity to concentrate intensively on their 
research goal, to train young scientists and to 
recruit international top researchers.

casa.rub.de
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HUB A HUB B HUB C HUB D

WHAT IS SAFE TODAY MAY BE AN OPEN  
SECRET TOMORROW. THIS IS ESPECIALLY TRUE IN 
THE DIGITAL SPHERE: FROM MASS SURVEILLANCE 
AND POST-QUANTUM CRYPTOGRAPHY TO SAFE 

ROUTING AND ENCRYPTION.

FOLLOW THE CURIOUS LITTLE FOX WHITFIELD ON 
HIS CHASE THROUGH HUB A. WILL HE MANAGE ALL 

THE TWISTS AND TURNS ALONG THE WAY?

FIND OUT MORE! 


